
Security, audits and compliance more 
efficient than ever before! 
SecurityInsider is able to parse the information in your Domino directories 
and read the access control lists (ACLs) of your IBM Domino databases. 
By then combining that information, it provides you with a flat list of all 
members of all groups as well as their individual access levels to a database. 
This allows you to see who has access to data, what kind of access they 
have, and how their access was granted. 

Interactive Charts and Detailed Views
SecurityInsider provides a number of charts with an overview of access data. 
By clicking on them you can see at a glance, for instance, the number of 
databases where the default access is manager. SecurityInsider charts are a 
good basis for diving into the data of interest and highlighting information 
you might be concerned about. 

Clear Insights down to User Level
SecurityInsider refers to users as “endpoints”, and it has views of data 
based on group, database, and endpoint. You can open a group document 
and see all the members (including members of nested subgroups), you can 
open a database document and see all the users who have access (again 
including members of nested subgroups), or you can open an endpoint 
document and see all the groups and databases that a user has access to.

SecurityInsider Benefits
•  Access Control List Analysis 

•  Complete Resolution  
    of Nested Groups 

•  Access Level Change Log

•  Circular Group Reference Detection

•  Interactive Charts 

•  Detailed and Clear Views

•  Fast and Resource-saving Scans

www.panagenda.com/products/securityinsider

Make Your Data Work For You
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Make Your Data Work For You

Provide essential insights for the security and 
administration of your IT infrastructure.

         Who has access 
         to what?
Recognize immediately whether or not your end users 
have adequate access rights. Administrators and 
security officers are granted full visibility across all 
databases and the security infrastructure.

         Who is in which groups  
         and why?
Essential insights for administrators and security 
officers: Amongst other questions, SecurityInsider 
answers which subgroups effectively provide users 
with membership to parent groups.

         Monitor Changes in Your 
         Environment
SecurityInsider looks for changes in group 
membership and database access. If anything is 
different from the last scan, the changes can be 
recorded to an XML file, and a backup of the previous 
information can be created. This gives you the ability 
to see how access levels get modified over time.


