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Analyzing ACLs: Auditing Security Risks Caused by - 
Default - and Anonymous
Go to the "Database ACL Analysis – Explicit only" view:

At the top of the view you will find details on the access rights for - Default - and Anonymous:

In the example above, you can see that there are 2 databases where an Anonymous user would have Manager access, and 58 databases where the 
Default user has Manager access. You might want to change that!
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